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Abstract

In this talk, we will overview our recent research on exploiting and mitigating timing channels in modern microprocessors. In the first part of the talk, we will present two new covert channels - one through the hardware random number generation unit and one through the branch predictor. We will describe the mechanisms for creating covert communication, analyze the channel capacity and its practical implementation, and suggest mitigation strategies. In the second part of the talk, we will present a new side-channel attack on the branch predictor that allows to either bypass or significantly weaken address-space layout randomization. In the third part of the talk, we will present Relaxed Inclusion Caches (RIC) as a mechanism to protect last-level caches against side-channel attacks without sacrificing performance and retaining snoop filtering capabilities. Finally, we will overview other activities in our lab.
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